Security Tactics

1. Detect DOS – URI’s that make too many requests in a given interval are put in a blacklist.
2. React to DOS – Blacklisted URI’s are no longer allowed to make requests, stopping them from making further attacks via the same address.
3. Logging – Because the system logs all exceptions, it would be sure to catch anything malicious. Such malicious events could easily be spotted by someone reading through the logs, especially if they knew at what time an attack happened. These results could even be used later to put together patterns of attack based on time, etc.